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EXHIBIT C 
ECC VTN CERTIFICATE NAMING APPLICATION 

NAMING DOCUMENT FOR ECC VTN CERTIFICATES 
Please complete the Requestor Information section and the Subject DN of the Certificate Format. Failure to 
complete these sections will result in delay. 

Requestor Information: 
Organization Name: 

Requestor Name: E-mail: 

Date of Application: Phone: 

Certificate Format: 
To Be Completed by Subscriber 
Subject DN c= 

o= 
ou= OpenADR Alliance ECC VTN Certificate 
cn= 

For Kyrio and CA Use Only 
Version v3 
Serial number Unique Positive Integer assigned by the CA 
Issuer DN c=US 

o=OpenADR Alliance 
ou=ECC VTN CA0001 
cn=OpenADR Alliance ECC VTN CA 

notBefore yymmdd000000Z (Key Ceremony Date) 
notAfter yymmdd235959Z (up to 2 years) 
Public Key Algorithm ECDSAWithSHA256 (1.2.840.10045.4.3.2) 
ECC Curve ECC P-256 (secp256r1-1.20.840.10045.3.1.7) 
Standard Extensions OID Include Criticality Value 
keyUsage {id-ce 15} X TRUE 
  digitalSignature Set 
  keyAgreement Set 
subjectAltName {id-ce 17} X FALSE 
  dNS Name <DNS Name> 
certificatePolicies {id-ce 32} X FALSE 
  certPolicyID 1.3.6.1.4.1.41519.1.1 
  policyQualifiers Not Set 
authorityKeyIdentifier {id-ce 35} X FALSE 
  keyIdentifier Calculated per Method 1 

Approval Signature Date 

Requester Name: 

<DNS Name>


	EXHIBIT C
	ECC VTN CERTIFICATE NAMING APPLICATION
	NAMING DOCUMENT FOR ECC VTN CERTIFICATES
	Requestor Information:
	Certificate Format:


	Org Name ECC: 
	Requestor Name ECC: 
	Requestor Email ECC: 
	Phone ECC: 
	c ECC: <Enter 2-character country code>
	o ECC: <Enter the organization name>
	Date of Application ECC: 
	Date of Signature ECC: 
	DNS Name: 


